
[bookmark: _GoBack]Career Outcomes Computer Information Technology - Cyber Defense Concentration, A.A.S.
Common jobs with a Computer Information Technology A.A.S. in Cyber Defense Concentration include:
* Forensic Computer Analyst – implement examinations of digital and other multimedia evidence through the application of scientific practices.
* Information Technology Specialist - Leading, overseeing and directly participating in efforts to define and maintain the accessibility, compatibility, interoperability, reliability, scalability, testability, and usability in the area of cyber security.
* Cyber Crime Analyst – technical research and providing professional advisement from a law enforcement perspective in the areas of digital forensics, evidence collection, examination/analysis, detection, anti-forensics, encryption, artifacts from current and emerging computer operating systems, and computer based monitoring of criminal activities.
Potential workplaces include:
Administration – Network Architecture and Infrastructure planning, Cyber Security Development & Implementation, Information Technology evaluation research
Education – Public and Private Schools Technology Support, Colleges and Universities, Administration Support, Academic/Certification Course Instructor  
Law Enforcement & Security – Cyber Environment monitoring, Cyber Policing, Cyber law enforcement, System Infrastructure Security protection
Government – Network Security Expert within the following governmental agencies: Office of Personal Management (OPM.gov), Department of Homeland Security (DHS.gov), Department of Defense (DOD.gov), Transportation Security Administration (TSA.gov) 
Business and Industry – Banking & Finance institutions, Consulting Firms, Private Sector organizations – Domestic & International    
https://www.cybercareers.gov/ 
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